
 

Latched Smart Plugs / Keys W H D  Weight

16 Available Positions 18” 18”  6” 20 lbs.
32 Available Positions	 18”		 27⅛”	 6”	 45	lbs.
64	Available Positions	 28⅛”	 27⅛”	 6”	 65	lbs.
96 Available Positions	 28⅛”	 36”	 6”	 120	lbs.

 

Global Facilities Management System

GFMS™ combines sophisticated and 
adaptable, web enabled, PC-based 
software with no client installs.  System 
integration and custom application are 
cornerstones of our philosophy towards 
system management.  

Our	flexible	solutions	allow	control	and	
monitoring of your Key Systems, Inc. 
Security Asset Managers and GFMS 
software from anywhere in the world. Use a 
browser on any pc, laptop, smartphone, or 
tablet without regard to operating system. 

Key Systems, Inc. will help you formulate 
an	asset	management	strategy	specific	to	
your facility’s requirements, regardless of 
size,	scope,	and	pre-existing	technology.		

Mail:
P.O. Box G
Fishers, NY 14453
Phone 800 • 888 • 3553

Ship:
7635 Glacier Hill
Victor, NY 14564
www.keystorage.com

Heavy Duty Latched SmartPlugs 
are constructed from sturdy stainless 
steel, and coupled with our patented 
Tamper-Proof Key Rings ®, they are engineered 
and built to stand up to rough handling and use. 

Heavy Duty Latched SmartPlug

Heavy Duty Latched SmartPlug SAM 
The new Heavy Duty Latched SmartPlug adds the 
ability to entrap and selectively release individual 
SmartPlugs.  With this patent pending technology, you 
still have the flexibility enabled by our SmartPlug 
     architecture. You can physically limit which assets 
          an authorized user can remove with intelligent, 
               easy-to-configure, latching and release rules 
                    powered by our Global Facilities                   
                         Management Software (GFMS). 

KSI SmartPlug SAM
The KSI SmartPlug Security Asset Manager (SAM) is now 
available in both our standard SmartPlug and our new heavy 
duty latched SmartPlug. The KSI SmartPlug SAM allows for 
assets attached to our SmartPlugs to be assigned to one or 
more users and may be plugged into any open position in the 
SAM.  Each SmartPlug includes a unique electronic serial 
number associated with the asset. This enables the SAM 
to know when assets have been removed or returned and 
which authorized user was responsible for the action.  The 
SmartPlug SAM illuminates the appropriate asset positions 
for each authorized user after they gain entry through the 
SAM’s electronically locked door.  User authentication can be 
implemented via entry of a PIN; or with optional proximity card, 
magnetic card, or biometric input.


